
Subject: Cyber Security Advisory Awareness Rjprdink Fr 
E-mail (Advisory_No. 191 

Reportedly, a fake e 
Assistant_Secretary_NTISB@rnail.corn is being used to oi,cula 

advisories containing malicious attachments/payloads in the name of A3sist3rit 

NTISB-II (Annex A). All the Ministries/Divisions/Departments are requested to. 

vigilant, Do not respond to the email and Do hot 
cbpera the friWP:ikips 

attachment/Payload"

2. 

. 

It is also informed that NTISLi's authorihe errwit dc.iressesk! rt•—; cv jr 
official communication are as under- 

a. dsntisb(cpcabinet.gov.ph  

asritishl@cabinet.00v pi< 

c. asntisb2@cabinet gov.plt 
3. Kindly disseminate the above informatioti tri 

organizations and ail attached/affiliated departments ;.?gnu 
;.eriessary 

protective measures. 
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