
Lirainauau, me rviaron, 2023 
Subject: carber Security i!tdviegyit_7.  Criiic !ft!ig -I:" • it i9 Android ii'Ar:%.9,es•-•  

11 arid Above (Advisory No. 

i-(ecently, Google nes security upda;i:.i.. to acidres 

vulnerabilities (CVE-2023-20951: CVE-2023-20054) toi devicm nrriq aor'roic 

12 and 13 and older in addition, devices Milt ill 11:4 android vorii.Kins •L‘kieff nawi 
reached End of Life (Ea" ), 

Successful exploitation of these vulnerabilities couid ailow an attackei to 

perform Remote Code Execution (REC) without any user interaction and with no 

additional execution privileges required. 

Users of affected versions ale advised to update to the latest version 
(minimum android 11 or above) immediately 

Kindly disseminate the above intormation to ul concerned in 
organizations, all attacliedlgjfiiied 

EpiTiLnf.; 
protective mease.,res. 
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