
Subject. Cyber  cWt&yJciy PsiticaiYuluorabiitius kvAppi  
it‘dvisory  No: 111 

Recently, Apple has reicised neCtility updates tot -e.e10-0,3\, .); 

(CVE-2023-23520; CVE-2023-23530: CVE-2.023.235:31) that Qat iexplorte0 

actors to gain unauthorized access of victim devices even without user's interaction; scriir..j 

zero-click malware/zero-day exploit. Affected products include: . 

IOS 

iPad 

a. MacOS Ventura 

2 Users are advised to update their devices to newest version .or v7t:. 
Mentioned in ensuing pares: 

iOS — version 15.3.1 

Pad -- version 16.3.1 

c MacOS Vent;.2r-: •,..itt!E;ith, 13 7 

3. Kindly disseminate Inc above !nlounabors  

organizations, all attached/affiliated depaittnents nd enure necat 

protective measures 
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