Subject: Cyber Threat Alert (Advisory No. 76)

1. Recently, Apple has issued a notification advising users to immediately update

devices to the latest software iOS 15.1 or above as it includes the latest security fixes.

2. These updates will prevent users from state sponsored cyber attacks. Moreover,
protect devices with a random passcode, use two-factor authentication and a strong
password for Apple ID. Do not click on links or attachments from unknown senders.

3. Disseminate the same message in your organizations, all attached / affiliated
departments and ensure necessary protective measures. For any query or reporting

malware, please contact on following email address: -

asntisb2@cabinet.gov.pk e
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