
No. 1-5/2003 (NTISB-II) 
Islamabad, the 4kh  October, 2023 

Subject: - Cyber Security Advisory — Juniper Releases Sep 2023 Critical Patch  Update (Advisory No. 601 

Juniper Networks has released Critical Patch. Updates, 
 for Sep, 2023, 

The update addresses five vulnerabilities i.e. CVE-2023,36844 - 202336847 and I 

CVE-2023.36854 in J-Web component. These CVEs affeet Junos OS (SRX &Swell 

and EX switch). Consequently, an attacker can remotely exploit them
.  to take control 

of an affected system/device. 
I 
L Above in view, all Juniper product users 

L end administrators1  are 
requested to apply necessary updates as per device Specifications from Juniper's 

official support (www.supportportal.juniper.net). 

Kindly disseminate the above information to.  all concerned in youi-
organizations, all attached/affiliated departments and ensure necessary 
protective measures. 

(Muhammad USman Taricj) 
Assistant Seeretary-II (NTISB) 

Ph# Odl -9204560 

All Secretaries of Ministries/Divisions of th Federal Government and Chief 
Secretaries of the Provincial Governments  

Copy to: - 

GOVERNMENT OF PAKISTAN 
CABINET SECRETARIAT 

CABINET DIVISION , 
(NTISB) 

Principal Secretary to the Prime Minister, Prime Minister's Secretariat, 
Islamabad 
Secretary to the President, Aiwan-e-Sadar, Islamabad 
Cabinet Secretary, Cabinet Division, Islamabad 
Additional Secretary-III, Cabinet Division, Islamabad 
Director General (Tech), Dte G n, ISI Islamabad 
Director (IT), Cabinet Division Iknabad 
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