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Micrbsoft Streaming Service Proxy Privilege Escalation (CVE- 
2023-136602). 

, 

Microsoft Word Information Disclosure Vulnerability (CVE-2023-1 
36761) 

Above in view, administrators and users of all Microsoft products are 

advised to update (de)ices/applications) to the latest patched version (as of 12 
September, 2023 or above) from Microsoft's official support 
(www.support.microsoft:corn). 

Kindly disseminate the above information to all concerned in your 

organizations, all attached/affiliated departments and ensure necessary 
protective measures 

(Muhamad Usman Tariq) 
Assistant Secretary-II (NTISB) 

Ph# 051-9204560 
A I Secretaries of Ministries/Divisions of the Federal Government and Chief 
Secretaries of the Provincial Governments  

COpy to: 

Principal Secretary to the Prime Minister, Prime Minister's Secretariat, 
Islamabad 

Secretary to the President, Aiwan-e-Sadar, Islamabad 
Cabinet Secretary;  Cabinet Division, Islamabad 
Additional SeCretary-Ill, Cabinet Division, Islamabad 
Director General (Tech), Dte Gen, ISI Islamabad 
Director (IT), Cabinet Division, Islamabad 

pubject: - Cyber Security Advisory — Microsoft Patches 59 x Vulnerabilities I 
I Including 2 x Zero Days (Advisory No. 61)  

1 I 
Microsoft has issued patches for 59 x CVEs including two zero-day 

Pugs (details as listed below): 
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